



[image: image]





Index


 
Abolish secret diplomacy, 29–30

Accommodation, 216–217

Adversarial design, 6–7

Affordance, 8–9

for governing, 151–154

in practice, 62–63

theory, 62–63

Agonism

democratic theories of, 53

of resistance, 194–195

Agonists, 193

Al Jazeera Investigations (AJI), 119, 122

Alipay, 161

Amazon Web Services (AWS), 136

Angell, Norman, 34

AnonLeaks, 134–135, 194–195

AnonLeaks. org, 136, 140, 145–146

Apparatus, 2, 8–9, 15, 22–23, 46

elements to, 147–151

Icelandic Constitutional Council as Transparency, 178–181

Apple–Google

API, 205

disclosure architecture, 215–216

Application programming interfaces (APIs), 203

Apps, 203


Arcana imperii in democracy
, 26

Arendt, Hannah, 48–49, 169–170, 188, 191–192, 198–199, 214–215

Assange, Julian, 1, 16, 23, 71, 73–75, 77–78, 82–84, 139

Audience, 107

Autonomist, 59–61

affordances, 79–81

democratic politics, 59

of transparency, 213–214

Autonomist-Marxists

of digital age, 53–54

instance, 60–61

of transparency, 54

 
Bahama Leaks (2016), 146, 153

Bank of America (BOA), 145

Bell Hooks, 48–49

Big data

analysis, 63

journalism, 96

BlackNet, 74

Bolshevik politics, 34

Brass Crosby, 1, 23, 25, 161–162

Brighenti, Andrea, 11, 17, 47–48, 62, 79, 127, 169–170, 185, 191–192, 195, 198–200

Brin, David, 47–49

Bureaucratic inertia, 194

 
Cabledrum, 111–112

Cablegate, 96–97, 99

Cablesearch. org, 110

Cammaerts, Bart, 50–51, 213–214

Canonical transparency-governance scholars, 12

Carceral process, 1

CBC, 148

China Cables (2019), 146

China Leaks (2014), 146, 153


Chronicle
, 4


Citizenfour
, 121

Citizens’ Agenda of OurSay. org, 170–178

Citizens’ Agenda project in Australia, 167, 169–170

Classical liberalism, 46

ClearView AI, 16, 134, 154, 161, 217–218

Coercive disclosure, 100–101

Collaborative leaking journalism, designing, 146–154

Collateral Murder, 86–87, 91

Collateralmurder.com, 86, 88

Communication, 10–11

Communicative capacities, 12–13

Community engagement, 169, 172–173

Community-driven actions, 196–197

Conduct of conduct, 9–11, 47, 50–51, 55–56, 127–128, 134, 178, 208–209


Conduire des conduites
, 10

Conspiracy as governance, 73

Constraints of apparatus design, 15–16

Contractual leaks, designing, 90–98

Control of/with, 17, 48–49, 56, 169, 201, 216–217

Corporate actors, 2

Counterpublic mechanisms of transparency, 75

COVID apps, 160, 205–207

COVID-19 pandemic, 134, 215–216

Creative Commons (CC), 117

CrowdLeaks, 139

Crowdsource, 26

Cry of Blood, 82–83

Cryptography, 21

Cryptome, 74

Cultures of radical transparency, 131–132, 154, 161

 
Dahlberg, Lincoln, 12–13, 50–51, 53, 59, 78–80, 213–214

DDoS attacks, 137–138

DDoSecrets.com, 133–134

Decentering, 195, 198, 203, 206, 208

Decentralised media technologies, 1

Decentres technologies of government, 191–192

Defensive face, 47

Deformed transparency, 71–72

Deliberate acts of openness, 4

Deliberative paradigms, 62

Deliberative transparency, 55–56, 213–214

Democracy, 51, 8–9, 194–195, 216, 219

digital, 51–53

paradigms, 50–51

and transparency, 53

‘DemocracyOS’ application, 217–218

Democratic affordances of apparatus, 80

Democratic agency of disclosure, 4–5

Democratic capacities, 12–13

Democratic legitimacy, 6

Democratic paradigms, 152–153

Democratic practices, 78–79

of transparency, 1–2

Democratic theories of agonism, 53

Democratic transparency, 12

Design, 98–101

Digital democracy, 51–53

Digital disclosure, 9

Digital leaks sites, 98–99

Digital media, 3, 21, 55, 63

second-order affordances, 63

transparency in, 213–214

Digital technologies, 11, 59–60

Digital transformations, 100–101

Dignities, 197–198

Disclosure, 191

Disruption, 216–217

Distributed Denial of Secrets, 133

Distributed Denial of Service (DDoS), 133–134

Dominator model of social organisation, 48–49

Dutiful citizens, 51

 
e-citizenship models, 51

Editorialising leaks, designing, 86–90

Epidemiology, 215–216

‘Epistemic shift’ of sovereignty, 101

Equality of tolerance, 214–215

Equity provisions, 169–170

Exposure Notifications, 159–160

 
Facebook, 132–133

False information, 100

Federal Security Service (FSB), 99

Feminist partnership model, 198–199

Feminist theory, 198–199

FinCEN Files, 146

‘First generation’ transparency, 54–55

Flyverbom, Mikkel, 10–11, 13, 47, 50, 63–64, 176–177

Free and Open Source Software (FOSS), 59–60

Free-speech ISP in Australia, 73–74

Freedom of Information Act (FOIA), 2, 25

Freedom of information/access laws, 2

Full and destructive revolution, 61

Fung, Archon, 4, 12, 47, 54–56, 89, 102, 150, 198–199, 206

 
Geolocation Information Systems, 7

Gitmo Files, 98–99

Global economic liberalisation, 6

Global Intelligence Files, 98–99

Global positioning system (GPS), 203

GlobaLeaks, 217–218

Google-Apple API, 159–160

Governance by leaking, 73–74

Government centralising sites, 121

Governmentality, 22–23, 72, 107

Greenpeace, 124

Grid-group dimensions, 49

Griggs et al., 4–5, 15, 17, 22–23, 46, 80, 127, 195, 199, 214–215


Guardian, The
, 96

 
Hacker-based transparency, 191

Hacking to leak, 136–146

Hansard, Luke, 1–2, 4–5, 22–23, 25–26, 35, 40, 206, 215–216

HBGary, 141–142

Health Code, 161


The Herald
, 34, 36

Horizontal transparency, 48–49

Hydrants, 58


Hyle
, 10, 46, 64

 
Icelandic Constitutional Council (CC), 178, 183, 196–197, 217–218

material transparency practice of governing, 181–183

as transparency apparatus, 178–181

Icelandic National Broadcasting Service, 83–84

Icesave Landsbanki bank, 83–84

Implant Files (2018), 146

Information asymmetries, 173

Information Communication Technologies (ICTs), 5, 57, 64

(In)forming publics with transparency

clearview AI, 154–161

hacking to leak or leaking to hack, 136–146

ICIJ, 146–154

leaks proto-institution apparatuses, 135

public health and other cultures of radical transparency, 154–161

qurious twist to anonymous disclosure, 154–161

Insider transparency, 4–5

Institutional governance, 195

Intellectual property rights, 24

International Consortium of Investigative Journalists (ICIJ), 16, 131–132, 146, 150, 154, 191, 194–195, 217

affordances for governing, 151–154

elements to apparatus, 147–151

International Medical Device Database, 153

Internet, 21

Internet-enabled digital disclosure mechanisms, 25

Involuntary transparency, 4

 
Justice Mapping Center, 7

 
Kenyan National Commission of Human Rights (KNCHR), 82–83

Kill Secrets, 3

Kingara, Oscar Kamau, 82–83

Kissinger Cables, 99

Kroll Report, 82–83

 
Leadnow. ca’s (re)generation Campaign, 183–188

material transparency as technologies of government, 186–188

transparency apparatus, 183–184

League of Nations, 39

Leaking to hack, 136–146

Leaks-as-a-service, 123, 126, 217–218

Lenin, 2, 29–30, 33, 40, 61, 195–196

Liberal

individualist of transparency, 75

paradigm, 53–55, 62, 152–153

transparency, 213–214

Liberalism, 27

Lippman, Walter, 10–11, 32, 46–47, 50–51, 200

LiveLeak, 59

LOIC, 138


London Evening Post
, 25

Lulz, 143, 145–146

Luxembourg Leaks (2014), 146

 
Managing visibility, 13–14, 17, 60, 113–114, 182, 213–214


Manchester Guardian
, 35

Marxist, 61

democracy paradigms, 22–23

design of transparency, 213–214

paradigms, 62

Material histories of radical transparency

history of radical transparency, 41

radical markets of liberal transparency offering ‘revelation to regulation’, 23–28

radical transparency as material rationalisation and reform, 34–39

Soviet Russia, radical revulsion transparently revolutionises, 28–33

Material rationalisation, radical transparency as, 34–39

Material transparency practice of governing, 181–183

Material-political practice, 13

Materiality of transparency practice, 15

Media. See also Digital media, 12–13

materialise transparency practices, 62–65

rights vis-a-vis democratic theory, 50–51

Mediation, 3

of information, 12

Military Grid Reference System, 91

Million Dollar Blocks project, 6–7

Mimics, 118

Monthly Active Users (MAUs), 158–159


Morphe
, 10, 46, 64

Multiplicity, 126–127

 
Nascent capitalism, 24

National security, 218

Neo(liberal) of transparency, 213–214

Networked cryptography, 3

Neutral transmitters of content, 12

New digital disclosure apparatuses, 215–216

News media, 172–173

Non-governmental organisations (NGOs), 124

Non-pharmaceutical interventions (NPIs), 203

 
Offshore Leaks (2013), 153

Open diplomacy, 4–5, 29, 31–32, 196–197

reforms, 22

Open governance of diplomacy, 33

Open utopia of technophilic law, 57

Openness, 58–59

Operation Avenge Assange, 137–138

Operation Leakspin, 138

Operation Payback, 137–138

Organisational-communication transparency scholarship, 13

OurSay

model, 173

process of transparency, 196–197

‘OurSay. org, Citizens’ Agenda of, 170–178

OurSay Winning Questions, 175–176

OurSay’s materialisation of governing through transparency, 177–178

 
Pamphleteers, 1–2

Panama Papers (2015), 153

Pandemics, 215–216

Panoptic control, 201–202

Paradise Leaks (2017), 146, 153

Paris Peace Conference, 32

Participatory democracy, 169

Pathogens, 215–216

Pirate sphere, 24

Pizzagate conspiracy, 155

Pluralism, 194–195

functioning in democracy, 45

‘Pluralist’ typology, 194–195

Plurality, 126–127

Policing, 194–195

Political, 25–26

design, 6–7

irreducibility, 47

paradigms of transparency, 53

potentialities, 214–215

science street, 12

transparency typology, 53

Political dimension, 3

of radical transparency, 6

Politics, 6–7, 194–195

Position, 3

Post-foundational democratic agonism, 191–192

Post-foundational democratic theory, 15, 45, 191–192

Post-foundational framework, 216–217

Potentially Alarming Research: Anonymous Intelligence Agency (Par:AnoIA), 134, 143–146

Power

over, 48–49

with, 48–49

assumptions of, 214–215

of control, 198–202

of control with, 198–202

Practices of freedom, 195, 214–215

Practices of governance, 195

Pre-WikiLeaks, 108–109

Pretty Good Privacy (PGP), 119

Printer's case, 25–27

Privacy, 159–160

Private informational capital, 60

Productive ambiguity, 193

Project KTM: Consolidated Report, 82–83

Propaganda counteroffensive, 31–32

Propertied minority, 29–30

Proto-institutions, 13, 62, 134, 136, 214–215

of decentralised journalism, 151

Proximity, 159–160

Public diplomacy, 31, 83

paradigm of WikiLeaks, 85

Public health, 154–161

Public secrets, 131–132

Public-propagandising leaks, designing, 81–86

Publicly available information (PAI), 157–158

 
QAnon, 131–132, 155

Quantitative patterns of votes, 174

Quasi-conspiratorial PAI resources, 158–159

Qurious twist to anonymous disclosure, 154–161

 
Radical actions, 191

Radical blocks, 114

Radical disclosure, 167–169

Radical markets of liberal transparency, 23–28

Radical roots and inchoate demands, 192–198

radical practices and visibilities, 197

visibility, control and government, 196

Radical transparency. See also Transparency, 1, 3, 8, 13, 17, 21–22, 72, 191–194, 213, 215

Citizens’ Agenda of OurSay. org, 170–178

cultures of, 131–132

Icelandic Constitutional Council, 178–183

inverted radical transparency apparatuses, 167–168

Leadnow. ca’s (re)generation Campaign, 183–188

as material rationalisation and reform, 34–39

matters to democracy, 8–14

of open source software, 59–60

Rationalisation to reform, 35–37

Rationalities, 39, 46, 213

Recenters technologies of government, 191–192

Regimes of practice, 46

Respondent post-foundational democratic theory, 22–23

Responsive agonism, 194

Revelation to regulation, 23–28

Revolution by revulsion, 33

Revolutionary-democratic culture, 29–30

Rhizome, 107

Robo-debt, 205

 
Schudson, 120–121, 169–170, 174, 184

Second-generation transparency, 55

Second-order analysis, 214–215

Secret Treaties, 28, 35

Secure Sockets Layer (SSL), 119

SecureDrop, 124, 217

Self-actualising citizens, 51

Sifry, Micah, 3, 12, 48–49, 57, 75, 199

Snowden effect, 125–126

Social network analysis (SNA), 114, 149

Social–technological contexts, 22

Socio-material reality of people, 62–63

Socio-political–technological contexts, 24

Socio-technical media apparatuses, 10

Socio-technological account of transparency, 10–11

Socio-technological apparatuses, 1–2, 45

Soviet Russia

leaks design, 98–101

radical revulsion transparently revolutionises, 28–33

Spatial Information Design Lab, 7

Spring-breakers, 158–159

Spy Files, 98–99

Strategic communication, 82

Surveillance, 4–5, 47–48, 115–116, 157–158

Swiss Leaks (2015), 146, 153

Sykes–Picot correspondence, 30–31

Syria Files, 98–99

Systematic accounting of leaks sites

centralise leaks, 118–123

intersite relations, 113–117

leaks as a service, 123–126

mimics, 118

social network of leaks sites, 116

themes, 117–126

 
Tax-averse actors, 151

Techno-collective mentality, 57–58

Techno-idealism, 12–13

Techno-realism, 12–13

Technologies

government, 2, 8–9, 23, 39, 46

Leadnow’s material transparency as, 186–188

street, 12

Techo-collective, 57–59

Tectonix, 157–159

Telekommunist Manifesto, 59–60

The Internet Archive (TIA), 114–115

Þetta reddast!, 167

power of, 178–183

3D printing, 59–60

Track-and-trace approaches, 16

Tragic process, 46

Transparency, 6–9, 11, 13, 21–23, 27, 45, 47, 50, 58–59, 167, 169, 213

apparatus, 149, 215

autonomist, 59–61

deliberative, 55–56

democratic practices of, 1–2

in digital media, 213–214

discrete and conceptually independent paradigms, 61–62

hues, 54

information, 5

international, 4

liberal, 54–55

Marxist, 61

materialises, 22

media materialise transparency practices, 62–65

mediated, autonomist and techno-collaborative turns, 56–61

multiple politics of, 47–48

OurSay’s materialisation of governing through, 177–178

political capacity, 7–8

power of, 2

prism of transparency makes practice of political visible, 46–62

regimes, 45

techo-collective, 57–59

transparency in(forms) government theory and practice, 9–14

transparency-governance scholars, 57

typology, 53–56

Triangulation, 97

 
Uniform resource locator (URL), 107

Union of Soviet Socialist Republics (USSR), 4

Utmost severity, 24

 
Venture communism, 60–61

Visibilities of control, 11, 47, 157, 206

Visibilities of recognition, 11, 56, 214–216

Voluntary disclosures, 4

 
War logs, 91, 96, 150–151

WeChat, 161

West Africa Leaks (2018), 146

WikiLeaks, 3, 21, 71, 107, 132, 193, 217

after, 107–109

autonomist affordances, 79–81

birth, multiplicity and death for leaks sites, 126–128

decentralised communication networks, 8–9

designing, 75–81

designing contractual leaks, 90–98

designing editorialising leaks, 86–90

designing public-propagandising leaks, 81–86

First Derivatives, 109–113

model, 16, 98, 107

phases, 76

portals, 77

pre-WikiLeaks, 108–109

Soviet Russia, leaks design, 98–101

systematic accounting of leaks sites and intersite relations, 113–117

systematic accounting of leaks sites’ themes, 117–126

tracking digital design multiplicity, 109–113

war logs, 92–94

Wiki, Ergo, Leaks, 73–75

WikiLeaks-cum-public diplomacy apparatus, 84

Wilson, Woodrow, 22, 29, 31–33, 37–38, 55–56

WorldStar, 59

 
x-mode, 157–159

 
YouTube, 59

 
Zimmerman telegram, 31

OPS/images/f06-02.jpg
HBGary Email Viewer: Portal

ANONLEAKS
Inboxes
e (new) greg@hbgary.com - Greg Hoglund - 27,606 emails (torrent)
e aaron@hbgary.com - Aaron Barr - 16,906 emails (torrent)
e ted@hbgary.com - Ted Vera - 12,134 emails (torrent)
e phil@hbgary.com - Phil Wallisch - 15,156 emails (torrent)

Total: 71,800 emails

Search

‘Want to search the database? search.hbgary.anonleaks.ch
Protip: search for WikiLeaks, Anonymous, FBI, NASA, Stuxnet, etc.

Mirrors

http://hbgary.anonleaks.ch
http://92.241.162.216/hbgary
http://77.91.225.168/hbgary
http://hb.cryptologic.tk
http://anonleaks.okhin fr
http://hbgary.leakmirror.org
http://leaks.anonamegame.com
http:/hbgary.prooops.de
http://hbgary.coresec.de

Tor: http://q46v6775dhfqrgln.onion
Yours? :-)

Archive

A full .tar.gz archive of the website can be found here. The entire website is roughly over 9 gigs uncompressed.

MD5 checksum: 482bc5482a387041b%eldf9cf4e39e03
SHA1l checksum: c££35c791963997eccd4£5£3b750ed58ba98c498

While radical transparency publishers such as AnonLeaks often
publish the work of others to create a public good, more traditional
publishers seek to ensure what they print is transformative of the

former, so to not run up against copyright norms. This provides an
interesting paradox for publishing material as above to show how
material practices of transparency differ.






OPS/images/f06-01.jpg
we have, at hest, given them a hlack eye.
The game has changed. When the game changes,

S0 too MUSt our strategies.

OPERATION: LEAKSPIN

Begin searching through Wikileaks.

Find only the best, least exposed leaks )

you can get your hands on. Post summaries of them, along with

the complete source. Encourage the reader to read more.

Make one-to-two minute YouTube videos reading the leaks.

Use misleading tags, everything from "Tea Party” to "Bieber".

Post snippets of the leaks EVERYWHERE. News comments, fan forums, etc.

They don't fear the LOIC.

They fearexposure.
The fun hegins¥at 9:00 PM. EST





OPS/images/f02-01.jpg
THE HERALD

DISMEMBERMENT

OUR WAR AIMS

NL—NO IMPERIALIST SCHEMES

Practice
““The British Gevermment . .
demanded sccurity for its ccomomic interests

benevolent attitude ur part towards

Russiun Foreign Minister to Russion Ambas-
March 18, 1915.

OF TURKEY

4 alteady commenesd oper: 9 in the valley of the

ad he estimates that within a short peried up-

3.000,000 acres of fortile land will bo brenght
uader caltivation, according to his e
ences in Fgypt and Todia, this land wiil be worth £
acre. Here is £00,000,000 worth of prospective wealth
at oucn, and of conisa this is only p meie fragment of
the | it is hoped 1o irrigate and cultivate in the

o OM.

50 stipulated that the two Byri of
Haita sod Akka should be ours. Thess tw s are.
alteady linked by a branch line to the Hed fhwa;
which tune from Aleppo through Danascus to Medina
and it is possible that we may contemplate thom
the termini of & short route across the de from
Mesopotamia to the Mediterrancan.  Alexandretts,
which is situated in the north-east anglo of the Mediter-

It is understood that
Port #s one, natural
outlets of DMesopotamia to tha Meditercariean, A
branch line links it to the Berliu-Bigdad Railway.
The Advautage of Belag Poor
Arabia, it will be noted, is not to be aunexed or

i tains no oil-wells, no fertile lands,

known, no mineral wealth. It iy

* acquired
and, as far

Annexationist Parties are blocking the way

to Peace.
These parties wiekl erformous power, not only
Germany, but also in Britain, laly, and France.
ey dominate the: Governments, they largely
ntrol the Press, and they are supported by every-
conguest to cone

I N all the belligerent  countries of Europe the

he community. In this country the annexationists
lhave, in public, cloaked their real aims in lofty-
lsounding rhetoric and sonorotis generalities. But
lsecretly they have embodied their designs and am-
bitions in treatics and ugreements which_ belic the
fine words they have spoken, and which have never
n shown (o, or sanctioned by, the people.
There are some who say that there is no such
lAnnexationist Party in Bri nor in any of the
Allied countrics; that it efists only in Germinys
The answer to these Is to point the Secret

(Treatles.
Revealed by Russia

The Sccret Treaties have revealed to us by
the Russian Revolutiona
taking over the Russian Foreign Office M. Trotsky
found these damning  documents amongst -its
chives. And forthwith he published them to the
world in order that the people should know
* the documentary truth about those plota which were
tched in secrot by financiers and industrials, together
with their Parliamentary and diplamatic agents."'+
But, as yet, the people of this country know very

ception of the Manchester Guardian, New
Europe, the Workers’ Dreadnought, the Socialist,
jand one or two other journals, the Press
lhas practically ignored their existence; their
terms have been systematically_suppressed. The
Heraip has determined to publish as fully as
ible the essentlal texts of these documents, It
mm that the People should know what they are.

bout these treaties. With the honourable *

N
Qe

=
D

THE NATIONAL LABOUR WEEKLY

——

THE HERA

WHAT ARE YOU GOING TO DO ABOUT IT?

|

E






OPS/images/f06-06.jpg
SELECTED ENTITY

Tax Consulting U.K. Ltd. Of. 2,
Bol. Rzhevskiy per. 8, Moscow
Russia 121069 (OR- as per
instructions) Shota rustavelly
street 24, Office 17, Kiev 01023
Ukraine RT BVI

OFFSHORE SERVICE PROVIDER
Commonwealth Trust Limited
TAX STATUS

BVI Business Company
COMPANY TYPE

Business Company Limited by
Shares

INCORPORATION DATE

7 Jun 2007

DORMANCY DATE

1 Nov 2008

STATUS

Dead

1, Help IClJ investigate

If you find something
worth investigating, get
in touch with us.

& Download
The database is available
for direct download.

RELATED PEOPLE AND ENTITIES

KEY: @ Officers & Master Clients @ Offshore Entities Listed Addresses

._Qraohanyukov Oleg

§
AN

.G;gchanyukm Oleg
— \
\

S L;:}g’z,"fo'?.%v'awy'ﬁ?a, escon Russia 12

) Tax Consulting UK. Ltd.

Click to expand the nodes. Click Undo to get back to the previous
screen mode.

OFFICERS & MASTER CLIENTS

ROLE NAME





OPS/images/f08-01.jpg
Q DOCS  HELP  LOGIN

Dataset
ncov -

global -

Date Range
O O

2019-12-22 2020-11-08

Color By

Region -

Tree Options
Layout
{55 RECTANGULAR

%5 RADIAL

¥4 UNROOTED

[# clock

Branch Length

TIME  DIVERGENCE

(O show confidence intervals
Branch Labels

clade 7

Search Strains

Second Tree

Select. v

Map Options

Geographic resolution

country %

@D showtransmission lines

Animation Speed
SLOW MEDIUM FAST

Genomic epidemiology of novel coronavirus - Global subsampling
&5 Maintained by the Nextstrain team. Enabled by data from (L)

Showing 3322 of 3322 genomes sampled between Dec 2019 and Nov 2020,

Phylogeny Geography RESETZOOM
Region A

W Asia [ Europe

[ oceania I south America
[ Africa W North America

PLAY

Region: Oceania
Author: | eor
GISAID EPIISL:

+

L

2020-Jan 2020-Apr 2020-Jul 2020-Oct

©mepke

Date Leaflet | © Mapbox © OpenStreetMap Improve this map.
Diversity ENTROPY EVENTS | AA NT

08
06
04

02





OPS/images/f02-02.jpg
TERMS OF

(Contiaued_from Page 1)

s to have a free hand with Poland

Thess socrat memoranda aro g0 pro-

toundly tmportant, In view of develop-

ments later at the Peace Conference,

that they aro here reproduced

‘Docusess No 1.

CONFIDENTIAL TELEGRAX FROM
THE RUSSIAN. SUNISTER. OF
FORBIGN ATFATRS (. POR.
ROVSKY

1017,
Copy to London confidentially. At
an audience with tho Most High (the,
Ca) M. Doumergus submitted to the

Government would ot refuss fmme-
diately to draw up its assent to theso
suggestions In & formal manner.

His Impertal Majesty was pleased to
gree to this In principlc, in conse-
quence of which I requested Dou-
mergue, atter communicating with his
Goveraiment, to let mo havo the dratt
of an agreement, which would then
bo given & formal sanction by an ex.
changs of notes between tho French
Ambaseador and myselt.

Procecding thus to meet the wishes
of our' ally, T nevertheless consider
it my auty to recall the standpolnt
Dut forward by the Tmperial Govern-

Reterring te Prestam Vilsex's rewrie on the Balkens,

oy sz
ateass

eare, ot o

ntirely eutette the Sakass.

eolations were on the Italiem side of D Aeristio.

ot Ty
tuly tte ertdorm pert, wes
11 £t0 ssononts - comersin)

ostre to iz nezendt

™

was ¥, 1 €31t of evary etfort by the Austriens o provest

4, e Itntm taters
12 Bara, Sobbatos st 8yl

204 qurvives end ms 1111 mwistasne

Vats1 1669 or 2060 the Ltadsen

lenatin Anetria dad berm Tomerous encugh for Austria to

aave-aa taveres
Bowerer, et 1eter o 1a 16
1o peritasetary interents 13

15 ptte o2 a2 norte of

68 0 smasd 1.

of sttiviten, oto., Ttalten

10w e mecesstd war,
11168 nt eome 900,000 betly
atmation -

for austels 2aa o

won1s oo anterstent viy 1ty

atter ¥he dove of tenss

Atter the lot

¢ Zonmrey,
o

Note that original text, editorial content, and visual
explanations (left to right) combine to make the leaked

drawing up her futurs frontiers in
the Weat,  Exact data on the ques-
ton will bo supplied by us 1n due
coursa to the French Cabinet.
(Signca) POKROVSKT.
DOCUMENT XO. 2.
A\ THE RUS-

P FORBIGN
& FRENCH

o BOUSERGOR).
Feb. 14, 101

In your note of today's date your
‘Bxcellency was good enough o Intorm
the Impertal Government that the
Government of the Repabllo was con-
templating tho Inclusion In the terms
of Diace to bo offered to Germany
the following demands und guarantees
of a territorlal mature:

1." Alsace-Lorralne to be restored to
France.

2. Tha frontlers aro to bs extended
at least up to the limits of th former.
‘Principality of Lorralns, and ars to b
drawn up at the discretion of the
French Goverament 50 as o provido
Tor the strategieal needs and for the
Iicluslon In French territory of the
st fron dlstrlet of Lorraine and of
tho entive coal dlstiet of the Sarre
alley. B

3. The rest of the territories slfuated
on’the left bank of tho Rbine, which,
o form part of the German Empire,

eira aad never aid wo encourage the
faea”

Within & weclk after hls secrot agree-
ment between the Crar and the French
Republlo was concluded the Russian
Government fell,  Nevertheless,  the
French program, & set forth In this
accret treaty concluded n March, 1017,
was practically (dentical with that for
hich they Iabored at the Peace Con-
ferenco in 1919, although by Toundabout
proposats. .

V.

Japan and_ Great Britain Divide Up
the Former Possessions of Germas

There remaina ove profoundly  fm-
portant secret arrangement made Just
beforo the downfall o the Caar. It was.
not published during the Peace Con-
ference, but was known to the Councll of
Four at Parls and Its provisions were
much discussed at the Peace Confer-
ence. Thia was the treaty, or " ex-
change of 1deas” as Baron Makino
called I, between the British and ¥rench
o the ono hand and Japan on the other,
which brought the Japanese more power-
fully Into the war. It provided for the
alsposition of German rights and prog
ertics in the Pacitic. ‘The Shantung con.
cesslon In China was o g0 to Japan,
topother with all the German slan
orth of the Liquator, whils the British
wers to get all the former German
Islands south o the Equator.

mors tully develog
place. :
VL
Carving Tarkes.

Tho greatest and richest of thespalls
of the war was the Turkish Empire. 1t
a3 to be expected that the dlsposition
of theso enormously valuable territorles
should present a golden opportunity for
tie 014 Diplomacy and this is what, n
reality, wo find.  Hero are & remark.
able group of secret treatles, * arrange.
ments,” * conversations,” tha mast en-
tangling of any, and at the sama timo
the most_ enlightening In their disclos-
ures of tho real purposes and methods
of the * old order.” Iere wo find, most
clearly exhibited, tho newer_economio|
‘espects of diplomacy, with 1ts preoe-
cupation with ofl deposits, _rallroads
2nd pipe lincs. In tho case of Turkey

)
2
7

/3

n the proper

/|

treaties public information, much like The Herald in 1918.
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BECRET MINUTES, COUNCIL OF TEN, APRIL 19, 1919,

An Excerpt Showing Admisslon by Baron Sonaino That Austrls
Had Offered ltaly the Adige and the Islands.

Baperor the destre of France to so-
oure for hersclf at the eod of the
the restoration of Alsace-

10 attaln the political separation trom
Gormany of her trans-Rhelnish dls-
trlcts and thelr organization on &
separate basis i order that In futurs
the River Rhinemight form & per~
‘manent strategical frontler agalnst &

Germanio invasion. ~ Doumergus ex-
e hope that the Impertal

meat tn the telegram of Feb. 24, 1016,
No._043, fo the effect that * whils
allowing ¥ranco and England_com-
plets liberty In delimitiog the West.
ern frontlers of Germany, wo cxpect
ihat tho Allies on thelr bart will Five
us equal liberly in_dalimiting ‘o
fronlors with, Germany and Austri
Hurfgary." Hence the impending
chango of notes on the question ral
by Doumergus wil Justity us In

ing the. French Government simul-
taneously to contirm 1t fsent o &l
lowing Russia freedom of action ta
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DOCUMENT NO. 3.

TELEGRAM ¥ROM THE RUSSIAN
THERAEABOR AT EATIS O
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» (Signed) ISVOLSKY.

The purposs of the French here is
clearly stated: to get Alsace-Lorraln
e iron of Lorralne and the coal of
Sarre, and to make out of ‘the Rhi:
previnces & butfer Stats to bo controll
D the French for en unspecitied num-
ber of years.

“Tuis secrot agreoment was concluded
3arch 11, 1917, more than two months
attor the Allles had Jolned fn thelr To-
plies to President Wilson as to peace
forms in which they hud declared In
favor of * selt.determination.” Presi-
dent Wilson had also come out (Jan. 22,
3917) for o_“unlted, independent and
autonomous Poland.” 1t fs remarkable
that the British not only denled having.
approved this treaty but of * encours
ing the 1dea” dir. Balfour, Forelgn
Minister, o counteract tho  effect of
the reveiation of this secrot treaty by
the Bolshovikl In November, 1017, sald
in the Houso of Commons, on De. 10,
1o17:

“We, bave never expressed our ap-
proval of it 3 & * Never ald we do.
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R.J. Walrath N.Y.

SECRET TREATIES

the socretconversations ald mot. stop
ith the entry of Amerlea into the war,
ticy did not siop cven after tho ac-
coptance of Uie Fourteen Polnts a9 the
basia of the peace, with tholr provisions
concerning open diplomacy and. tho
agreement o Polt XIL) regarding
tho disposal of Tarkey. They oven can-
tnued secrally between Great Britaln
and France atter the Peacs Conterenco
began to sit!

A1l this was clearly brought out in
sceret discusslons at Parls. But the
story 15 long, and 80 fnteresting and fl-
luminating that 1t il be left for the
Rext. chapter.

Tho division of Turkey will be the
aublcot”of v, Baker's swotaiment ezt
Sunday.

‘Douuiedny, Page & Co.

opsvigh, 1052,
L figh Ao

Rhine Frontier Lines Mentioned in the Secret Treaty Letween

Russia and France.

(This Was the Treaty Which the British

Spokesmen at Paris Said They Had Never Heard of Until Long
:Afuer It Was Signed,
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Politics - Exclusive

Federal pension board used offshore 'scheme’ to
skirt foreign taxes

Civil servants' pension assets routed through complex web of corporations in
Luxembourg

Zach Dubinsky, Harvey Cashore, Frédéric Zalac - CBC News -
Posted: Nov 05, 2014 4:00 PM ET | Last Updated: November 7, 2014

PRCEWATERHOUSECOPERS @ PRICEAVATERHOUSE(COPERS
I Joint Venture Investment Felicity Joint Venture Investment

The Public Sector Pension Investment Board released heavily censored records under access to information,
left. A copy of the leaked original, right, outlines the board's investments through a web of European shell
companies. (CBC)

Here the Canadian Broadcasting Corporation shows the difference
between their own freedom of information request and the unredacted

leaked material from the ICIJ as demonstrative of the need for public
discussion of private documents and the right to publish them.
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Political language is designed to make lies sound
truthful and murder respectable, and to give the
appearance of solidity to pure wind.

—George Orwell

"Many of us felt Saeed was a better shield than
an armored vehicle. He would always tell me
that he would not hesitate to lose his life to
protect one of us. Sadly, he was right.”

—Thaer al-Sudani, Reuters photographer, Baghdad

ix; Crazyhorse One-Eight.

. Iook at those dead bastards.

uh engage.

=]

152

"No innocent civilians were killed on our part
deliberately. We took great pains to prevent
that. | know that two children were hurt, and
we did everything we could to help them. |
don't know how the children were hurt."

— Major Brent Cummings, executive officer
2-16, US Army
(Washington Post)
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The Pirate Bay Proxy

External Links
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leaks.cc
publicintelligence.org
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Release Feedback: Bank of America

« Dell Cameron: Anonymous Hacked Bank of America (Vice, Feb 28, 2013)
o Dave Smith: Bank of America Hacked By Anonymous: Hackers Leak ‘Secrets’ About Executives, Salaries, And Spy

e e e e e e

c oo

Activities (International Business Times, Feb 28, 2013)
Jeff Goldman: Anonymous Hackers Hit Bank of America (eSecurity Planet, Feb 28, 2013)

MSN Now: Anonymous claims Bank of America spied on Dr. Seuss fans (MSN Now, Feb 28, 2013)

Jeremy Kirk: Bank of America says data breach occured at third party (Computerworld, Feb 28, 2013)

‘The Voice of Russia: Anonymous group claims Bank of America monitored activists (Voice of Russia, Feb 28, 2013)
Zeljka Zorz: Bank of America says leaked data did not come from their systems (Help Net Security, Feb 28, 2013)
Info security: Par:AnoIA leaks 14 GB of data from Bank of America (Info Security, Feb 28, 2013)

Michael Kelley and Geoffrey Ingersoll: Leaked Info Allegedly Shows The Absurd Lengths BofA Goes To Spy On
Hackers (Business Insider, Feb 27, 2013)

Pete Swabey: Data leaked by Anonymous appears to reveal Bank of America's hacker profiling operation (Information
Age, Feb 27, 2013)

Michael Stone: Anonymous exposes Bank of America spy program, dumps data and code (Examiner, Feb 27, 2013)
John Leyden: Anonymous leaks 'Bank of America secrets' in spy revenge hack (The Register, feb 27, 2013)

Matthew L. Brown: Hacker group says emails show how BofA tracked Occupy Wall Street (Biz Journals, Feb 27, 2013)
Natasha Lennard: Anonymous group claims to show BofA monitored hackers, activists (Salon.com, Feb 27, 2013)

Updated Feb 27, 2013

Press Release 02/27/2013 (PDF Version)

Par:AnolA has released a total of 14 Gigabyte data, code and software that is related to Bank of America,
Bloomberg, Thomson Reuters, TEKSystems and ClearForest. You can find all details about the release and the
data at the following address: http://par-anoia.net/releases2013.html#bofa.

We consider this release noteworthy for several reasons:

o It contains detailed data about hundred of thousands of executives and employees from various
corporations around the world, including salary information.
o It shows that Bank of America and others are contracting other companies to spy and collect
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This domain has been seized by Anonymous under section #14 of the rules of the Internet.
Greetings HBGary (a computer "security” company),

Your recent claims of "infiltrating” Anonymous amuse us, and so do your attempts at using Anonymous as a means to gamer
press attention for yourself. How's this for attention?

You brought this upon yourself. You've tried to bite at the Anonymous hand, and now the Anonymous hand is bitch-slapping
youin the face. You expected a counter-attack in the form of a verbal braul (as you so eloquently put it in one of your private
emails), but now you've received the full fury of Anonymous. We award you no points

What you seem to have failed to realize is that, just because you have the title and general appearence of a “security”
company, you're nothing compared to Anonymous. You have litle to no security knowledge. Your business thrives off
charging ridiclous prices for simple things ke NMAPs, and you don't deserve praise or even recognition as security experts.
And now you tum to Anonymous for fame and attention? You're a pathetic gathering of media-whoring money-grabbing
sycophants who want to reel in business for your equally pathetic company.

Let us teach you a lesson you'll never forget: you don't mess with Anonymous. You especially don't mess with Anonymous
simply because you want to jump on a trend for public attention, which Aaron Barr admitted to in the following email

"But its not about them...its about our audience having the right impression of our capability and the competency of
our research. Anonymous will do what every they can to discredit that. and they have the mic so to speak because
they are on Al Jazeeera, ABC, CNN, etc. I am going to keep up the debate because I think it is good business but I
will be smart about my public responses.”

You've clearly overlooked something very obvious here: we are everyone and we are no one. If you swing a sword of malice
into Anonymous' innards, we will simply enguifit. You cannot break us, you cannot harm us, even though you have clearly
tried.

You think you've gathered full names and home addresses of the "higher-ups” of Anonymous? You haven't. You think
Anonymous has a founder and various co-founders? False. You believe that you can sellthe information you've found to the
FBI? False. Now, why is this one false? We've seen your internal documents, all of them, and do you know what we did?
We laughed. Most of the information you've "extracted" is publicly available via our IRC networks. The personal details of
Anonymous "members” you think you've acquired are, quite simply, nonsense

So why can't you sell this information to the FBI like you intended? Because we're going to give it to them for free. Your
gloriously fallacious work can be a wonder for all to scour, as will all of your private emails (more than 66,000 beauties for
the public to enjoy). Now as you're probably aware, Anonymous is quite serious when it comes to things like this, and
usually we can elaborate gratutously on our reasoning behind operations, but we will give you a simple explanation, because
you seem like primitive people:

You have blindly charged into the Anonymous hive, a hive from which you've tried to steal honey. Did you think the bees
would not defend it? Well here we are. You've angered the hive, and now you are being stung.

It would appear that security experts are not expertly secured.

We are Anonymous.
We are legion.

We do not forgive.
We do not forget.
Expect us - always.

Download HBGary email leaks

AnonlLeaks defaced HBGary’s website to question the firm’s expertise
and expose its data to public scrutiny; Anonymous leaked what

HBGary suggested were the secret identities of Anonymous
members. The political form of transparency envisioned is exempli fied
here in the language used here and the related adverts below.
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Operation Avenge Assange
"The first serious infowar is now engaged.
The field of battle is WikiLeaks.
You are the troops.”
- John Perry Barlow

Julian Assange deifies everything we hold dear. He despises and fights censorship constantly.is possibly the most
successfulinternational troll of alltime. and doesn't afraid of fucking anything (not even the US government).

Now, Julian is the prime focus of a global manhunt.in both the physical and virtual realms. Governments across the
world are baying for his blood. politcians are up in arms about hs recent leak. and even his own country has
abandoned him to the wolves. Online. WikiLeaks is a focus of mass DDoS attacks. legislation and downright pandering
tothe corruptincumbents which would silence this man.

Therefore, Anonymous has a chance to kick back
for Julian. We have a chance to fight the oppressive
future which looms ahead. We have a chance to fight
inthe firstinfowar ever fought

Operation: Papback
1. Paypal s the enemy. DDoS'eswillbe planned. st. 2010
butin the meantime, boycott everything. Encourage
rends and iy 1060 50 26 wol

We all know what is responsible for and who profits from it
2 Spread he curentleaked cables as much as
possible. Save them to hard drives, distribute them on
£0's. miror them o websites and seed them on
torrents. The end goal is a human DNS - something
hatcan oty b stopped by Shuting offthe antre
ket

There is substantial speculation that Bank of America will be
At the Hack in the Box Conference in 2009 claimed to be in posse
of a top executive's hard drive

But there is little reason to wait for the contents to be leaked. Bank of America’s history
of are already wel in the Here are four
reasons why it i and leaving Bank of America should be your New Year's
resolution.

3. Upvote Julian on the Times 2010 Person of the Year.
While this might not aid his cause, it will get him much
needed public exposure. (http:/tinyurl.com/2wb7]u8)

is needed anymore. The world knows about you and your anons
as shown when we took a on Mastercard, Visa and PayPal. You also know
by now. You can fire manually us or a range of other tools such
as hping, slowloris, slowpost, or even ping them from your command prompt

4. Get vocall Twitter. Myspace. Facebook and other
social networking sites are crifical hubs of information
distribution. Make sure everyone you know is aware of
whatis happening. If you can convince just one person
totell one other person every day. the spread of info

will be exponential And remember, what did wa in Germany, lol

Get on IRC!
5. If you're up for it. print out cables which are relevant

to your area and distribute them. Post them on bus stops.
train stations, street lamps. Be creative and catch people's
attention. Using graffitto spread the WikiLeaks website
is also a great idea.

6. Complain to your local MP. mayor. or whichever political
figure you can contact. Ask him for comments about the
teaks. Record every word thatis said.

7. Protest! Organise community marches. send around
peitions, get active. This cannot happen without numbers.

TL:DR: p \
Protest.

Inform. "x
Enquire. &

Fight.

N
The future of the internet hangs in the balance %“\
We are Anonymous.
We do not forgive: we do not forget.
Expect Us.





OPS/images/fx3.jpg
IN PEOPLE

‘ORI

£
Z





OPS/images/fx2.jpg
1ISOQAR certilied
Management System.
awarded to Emerald
for adherence to
Environmental
standard

ISOQAR 150 14001:2004
Certficate Number 1985
1SO 14001





OPS/images/f05-06.jpg
Jordan Casino Gate

The Al Jazeera Transparency
Unit’s coverage of a scandal
takes the now familiar form
of a ‘data leaks’ interface,
with scans of documents
and search functionality built
into the editorialised content.
Here they refer to a ‘cache of
documents exposing’
potential corruption, and
entice the reader to engage

The story behind Jordans Casino scandal

The Al-Jazeera Transparency Unit presents Jordan Cas
between politicians and businessmen planning to build il
show that despite their denials, some of Jordan's most p|
knowledge of the deals:

* Ministers diverted the country’s constitution and
* Ministers agreed to sel aside land in the Dead Se
* Prime Minister Marouf Bakhit not only knew aboul
parts of the plan, despite his claims he had little k|
* Former prime ministers Nader Dahabi and Abu Al
Dabbas. are all exposed as working on the plans
* The Speaker of the House, Faisal al Fayyez, who
when the first contract was signed in 2003

Q
in an active process of
2 Document 7: Letter from PM Bakhit | - .
| Re: Approved Exemption of Lands | INtErpreting the documents.
!or Oasis Caslno
“Aqaba 5] nomic Zone Gaming
Agreeme! t signed on Decem!
h\ l"li st ._n] 'o ﬂ'c Minister of... 19, 2003, by the G nment of Jordan (
Document 19: 2007 Casino License Document 18: 2007 Casino License
Agreement between GOJ and Oasis Agreement between GOJ and Oasis
Holdlngs Holdings
— Document 17: Letter from Finance - Document 16: Letter from PM Al-

Minister Michael Marto Re: Duty
Free Zones

Ragheb to Dahabi Re: Second
Casino Pro]cct
;:116" d“tcd May 28, 2003, from ‘-h'nctcrn Letter da il 20, 2003, from Prime
‘vh"l\l(’)‘ heb to Act
- Minis Nader Dahabi. The
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TSR YOI ETAN B AR EL R L A V) Key incidents  How to read the logs The logs Afghanistan Iraq war logs

AFGHANISTAN
THE WARLOGS
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_dl

s

The interactive: IED attacks

The investigation: leak exposes real war

US intelligence records reveal civillan killings, ‘friendly
fire' deaths and shadowy special forces
) 673 comments

16,000 improvised explosive devices are recorded in the  Jullan Assange, the founder of Wikileaks, explains why

logs. See where and who they hit over those five years e decided to publish thousands of secret US files on
How the IED became Taliban's weapon of choice the war in Afghanistan

& Interactive: key war logs mapped

Latest news Here, the War Logs are packaged into
hubs of news stories in two major
The day Julian Assange threat{ newspapers. The Times seems to use
enaThe Guardian avar tha TS| the |egk to push various story angles,
while the Guardian highlights its
efforts to remediate the data. Each
claims their work, ‘exposes real war’,
‘showl[s] the true nature of this war’
and ‘shed[s] new light on the war’.
The unique editorial treatment of the
logs shows material differences in
transparency practice based on the
same data, and relatively similar

About the war logs

NYT Site

[ HOME PAGE | TODAY'S PAPER | VIDEO | MOST POPULAR | U.S. Edition v

Ehe New Jork Times World

I HE WA R LO G S An archive of classified military documents offers views of the wars in Iraq and Afghanistan.

The Iraq Documents

The archive is the second cache obtained by the independent organization WikiLeaks and made
available to several news organizations. The Iraq documents shed new light on the war.

Continue Reading Series Introduction »

More on WikiLeaks: State's Secrets »

Reaction to The War
Logs from around the

WikiLeaks Founder on the Run, world and on the Web.
Chased by Turmoil * Latest Reaction

Julian Assange, the founder of WikiLeaks, faces a variety of
challenges after his most brazen disclosure yet: posting 391,832
secret Pentagon documents on the Iraq war. Twelve weeks earlier, he

had posted some 77,000 documents on the Afghan conflict. Ancrew Testa for The New Yok Thnes
Growing Use of A Mix of Trust and Tensions Remain High
Contractors Added to Despair Helped Turn Along Kurdish-Arab
War’s Chaos the Tide in Iraq Line

+ Reader Comments

Latest Updates

WikiLeaks Founder Gets
Support in Rebuking U.S. on
Whistle-Blowers

Julian Assange and Daniel Ellsberg,
who leaked the Pentagon Papers, lashed
out at the Obama administration’s
aggressive pursuit of whistle-blowers.

Leaked Reports Stir Political

Disputes in Iraq
Prime Minister Nuri Kamal al-Maliki
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WikiLeaks Interface

BLUE ON WHITE BY 1ST RECON S OF NASSER WA AL SALEM: 1 CIV

WarDiaries KILLED, 0 CF IN]/DAMA
2006-02-19 19:00:00 Expand acronyms:
Iraq & Afghan War Diaries Explorer
soarch AT 200100C FEB 06, A 1ST RECON SNIPER TEAM WHILE CONDUCTING CLANDESTINE SNIPER
Type FrendyFre  OPERATIONS IVO HAJI RD IN THE ZAIDON ENGAGED (1) MAM WITH (4) 5.56MM ROUNDS IVO (383
e Suewnte  MB 0997179804) 4KM S OF NASSER WA AL SALEM. THE MAM WAS PID W/ AK-47 CREEPING UP
— BEHIND THEIR SNIPER POSITION AND WAS SHOT IN THE CHEST W/ (2) 5.56MM ROUNDS AT 15M.
e 2006-051-080455-0961 e WAS LAUNCHED TO EXTRACT THE SNIPER TEAM. THE MAM WAS SEARCHED BY TEAM AND
a— uneyw  RECOVERED (1) AK-47, (2) MAGAZINES OF 7.62MM, DOUBLE TAPED, (1) LARGE KNIFE, (1) ID CARD
. WITH “MOHIMAD AEYAD* WRITTEN ON CARD. MAM WAS ALSO NOTED TO BE WEARING A

MNEW  TRACKSUIT AND SEVERAL WARMING LAYERS TO INCLUDE (2) PAIRS OF SOCKS. THE BODY WAS
LEFT BEHIND AT (38S MB 09971 79804) UPON EXTRACT OF THE SST. PIONEER OBSERVING ON

Unit name Not provided
SITE W/ NSTR.
Type of unit None Selected
UPDATE: UPON FURTHER INVESTIGATION THE KIA TURNED OUT TO BE THE PLATOON'S
Total 1 INTERPRETER THAT WAS SEPARATED FROM UNIT. THE BODY WAS RECOVERED AND IS
o CURRENTLY LOCATED AT FALLUJAH SURGICAL. THIS ACTION IS NOW CONSIDERED A BLUE ON
O L GREEN. IT RESULTED IN (1) 1Z KIA (IRAQI INTERPRETER EMPLOYED BY TITAN.
Attack on FRIEND
MGRS 38SMB0997179804 Note here differences of search
R fu.nctlor?all.ty (or lack thereof), along
with distinct approaches to how
NYT Interface metadata is handled to contextuallsg
the cables source and some of their
HOME PAGE | TODAY'S PAPER | VIDEO | MOST POPULAR | TIMES TOPICS unique Ianguage and abbreviations.
Ehe New ok Times The Times frames the material as

World “Secret Dispatches”, provides a

WORLD US| NY./REGION sUsiEss Techwolooy scmwee | meaut | srorrs | om| SUMMAry for readers, and redacts
names, while Wikileaks does not.

) Both offer the ‘unmediated’ ALL

THE WAR LOGS  "eufarere Sqgagia™ =™ CAPS display of original cable content

More About Thess Articies » as a visual rhetoric of authenticity.

Secret Dispatches From the War in Iraq

Below are a selection of the reports from a six-year archive of classified military documents to be published by Key
WikiLeaks. These examples provide an unvarnished, ground-level picture of the war in Iraq. Some names and

details have been redacted by The Times to conceal suspects' identities, or because they might put people in . ::ﬁru‘::mm e
danger or reveal key tactical military capabilities. See below for more details on the redactions. = terms for definitions 24
» Iran SUMMARY If the war was dangerous for
BLUE ON WHEITE BY 1ST RECON S OF NASSER WA AL SALEM: 1 CIV KILLED, Americans, it was far worse for the Iragis
7 Casualties 0 cr m/DRNA who worked for them. One Iraqi interpreter
716007 AT 200100C FEB 06, A 1ST RECON SNIPER TEAM WHILE CONDUCTING w:ski]ledbyanAmerimn sniper from his

CLANDESTINE SNIPER OPERATIONS IVO HAJI RD IN THE ZAIDON ENGAGED

Helicopter Attack (1) MAM WITH (4) 5.56MM ROUNDS IVO (38S MB 09971 79804) 4KM S OF own unit, who mistook him f"”'"'m‘“f
222007 NASSER WA AL SALEM. THE MAM WAS PID W/ AK-47 CREEPING UP BEHIND when the Iragi became separated from his
Attempted Surrender THEIR SNIPER POSITION AND WAS SEOT IN THE CHEST W/ (2) 5.56MM platoon.

ROUNDS AT 15M. QRF WAS LAUNCHED TO EXTRACT THE SNIPER TEAM. THE
7122105 MAM WAS SEARCHED BY TEAM AND RECOVERED (1) AK-47, (2) MAGAZINES OF

Checkpoint Shootings

2MM, DOUBLE TAPED, (1) LARGE KNIFE, (1) ID CARD WITH "

272008 " WRITTEN ON CARD. MAM WAS ALSO NOTED TO BE WEARING A

Interpreter Killed TRACKSUIT AND SEVERAL WARMING LAYERS TO INCLUDE (2) PAIRS OF
SOCKS. THE BODY WAS LEFT BEHIND AT (38S MB 09971 79804) UPON

Y Prteone Absse EXTRACT OF THE SST. PIONEER OBSERVING ON SITE W/ NSTR.

} Kidnapped Hikers UPDATE: UPON FURTHER INVESTIGATION THE KIA TURNED OUT TO BE THE
PLATOON'S INTERPRETER THAT WAS SEPARATED FROM UNIT. THE BODY WAS

» Contractors RECOVERED AND IS CURRENTLY LOCATED AT FALLUJAH SURGICAL. THIS

ACTION IS NOW CONSIDERED A BLUE ON GREEN. IT RESULTED IN (1) IZ

¥ Country in Chaos KIA (IRAQI INTERPRETER EMPLOYED BY TITAN.

» Kurds
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Wikileaks Iraq war logs: every death mapped Hshae
The Wikileaks Iraq war logs provide us with a unique picture of every death in Irag. These are those events Tweet this
mapped using Google Fusion tables Email
+* Download the data from the Datablog

Simon Rogers
theguardian.com, Saturday 23 October 2010 10.05 AEST &)

Jump to comments (84)

° e
When Zoomed out, the leaked GPS
Coordinates of recorded deaths starts to
show an almost organic aesthetic,
reminiscent of the clusters and filaments
that structure everything from the growth of
slime mold to the density of the known

o <] universe (see Burchett et al. 2020). War,
zoomed out, was a new view for publics to
L o o =4 understand the ‘sacred facts’ that leaked as

| ‘data’ and configured to shift the pubic
@o | visibility of death and destruction, at scale.
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Facts are sacred

‘Wikileaks Iraq war logs: every death mapped

The Wikileaks Iraq war logs provide us with a unique picture of every death in Iraq.

mapped using Google Fusion tables
« Download the data from the Datablog

Simon Rogers
theguardian.com, Saturday 23 October 2010 10.05 AEST

Jump to comments (84)

Leaked GPS Coordinates of recorded
deaths and Improvised Explosive Device
(IED) attacks were remediated into visual
expressions across both time and space to
give new a new form of visibility to where
war happened, and where it spread. Here,
the Guardian utilised external commercial
services like Google Maps (itself dependent
on geospatial satellite mapping firms) to |
show western audiences used to viewing
satellite maps for directions, where people
died. Note the “Facts are sacred” subtitle of
the Data Blog, where data is being made
visible in radical new mediation, from radical
sourcing and publishing practices.

Trave]
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Wikileaks Afghanistan data: click image for the graphic. lllustration: Paul Scruton for the Guardian
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Cablegate Top 100

Tuesday, February 14, 2012
Compiled by cabledrummer, commented by m_cetera

Cablegate has changed the world. Newspapers from 56 countries all over the world have published cables
and thousands of related articles in over 20 languages. From these publications we have created a
compilation of the most mentioned cables, the "Cablegate Top 100".

The ranking is based on the number of media publications and related articles with respect to the number of
concerned countries.

110 1120 2130 3140 4150 5160 6170 71-80 81-90 91-100 Index WTweet

(S) REPORTING AND COLLECTION NEEDS: THE UNITED NATIONS

Reference ID: 09STATE80163 Created: 31 Jul 2009 origin: Secretary of State, USA
Published by 7 newspapers in 6 countries 11 related articles in 6 newspapers
FE R FAEOE & mERcHe

Signed by US Secretary of State Hilary Clinton, this cable instructs US Diplomats to collect information on
UN officials, including their phone numbers, e-mail addresses, work schedules, credit card numbers,
passwords, and "biometric information."

ITALY-RUSSIA RELATIONS: THE VIEW FROM ROME (C-RE8-02675)

2
Reference ID: 099ROMES7 Created: 26 Jan 2009 origin: Embassy Rome, Italy
Published by 7 newspapers in 6 countries 11 related articles in 6 newspapers
EIFE ¢ REMA Az o REME

Ronald Spogli, U.S. Ambassador to Italy, analyzes the relationship between ltalian Prime Minister Silvio
Berlusconi and Russian Prime Minister Vladimir Putin. It expresses concern about their closeness, saying
Berlusconi's attempts to repair the relationship between the US and Russia is damaging his credibility.
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